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Introduction 
Data breaches are becoming more common and can arise from a range of causes including malware or human error. As 
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Appendix A – Cyber Defence Lifecycle 
The RCM’s data breach incident management plan is based on an industry-standard continuous circle of security 
improvement called the Cyber Defence LifeCycle. It uses the process of Protect, Detect and Correct to create a continuous 
cycle that allows a constant adaptation to new viruses and hacking attacks. This provides a model of continuous adaptation 
for the Technology team to follow as the cyber security threat landscape changes. 
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